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Leonard McDowell invests in and partners with innovative “rising star” organizations 
focused on protecting your key IT infrastructure investments from ransomware, malware, 
hacking, cloud limitations, downtime, and the like.  As such, our portfolio of companies 
offers a “cyber security blanket” array of solutions to protect or enhance your 
infrastructure through advanced network threat detection and response as well as 
through zero-trust data protection and encryption. 
 
Our partners are recognized as industry disruptors and best in class solutions.  These 
companies are at the forefront of helping organizations take a more proactive and 
responsive stance in defense of their IT infrastructure investments.  Regardless of what a 
software application can do for you on-premise or in the cloud, you must have a solution 
to protect your software investments and the precious data they accumulate and manage.  
The #1 commodity today is data and that is why less than trustworthy organizations are 
actively trying to steal yours every chance they get.   
 
Leonard McDowell is an active business development partner for our portfolio clients.  Our 
role is to create mutually beneficial relationships between solutions providers, service 
providers, and organizations with a leading-edge commitment to security from the edge to 
the core.  If you would like to learn more about these organizations or you are interested 
in an introduction, please contact us at your convenience. 
 
 
 

 

“Our portfolio partners offer solutions that are easy to deploy 
and extremely cost effective.  As a result, schools, municipalities, 
and businesses of all sizes can be more aggressive in defending 
their organizations from these very serious cyber threats.” 

 
CEO & Founder, Frank Leonard 
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Network Threat Detection & Response 
 

 

Stamus Networks provides high-performance, network-based threat detection and response systems on 
the global stage.  We help your enterprise security team know more faster, respond sooner and mitigate 
their risk more completely with insights gathered from both cloud-based and on-premise network 
activity.  Our solutions are advanced network detection and response systems that expose serious and 
imminent threats to critical assets and empower rapid response.  Unlike other network security 
companies, Stamus Networks delivers meaningful detection at enterprise scale while avoiding 
exaggeration that is often employed by security vendors. 
 

https://www.stamus-networks.com/  
 
 

 

 
XQ Message Zero-Trust Data Protection & Encryption 

 
 

Data exfiltration attacks are increasing as a direct result of enterprises outsourcing key operations as well 
as from moving systems to the cloud.  The greater the distribution of data, the higher the probability of 
exfiltration and it will only increase in the emerging 5G IoT world.  To combat these threats, the XQ team 
of Silicone Valley software experts and Washington DC security experts has created a distributed data 
protection solution from scratch.  Our SMART “Zero Trust” security model implements encryption, 
authorization, and policy enforcement at the edge and integrates tracking to detect data exfiltration 
attempts. 
 

https://xqmsg.co/  

 

 
 
 
 
 
 
 

For more information, contact <Insert Exec Name> at <Insert e-mail> or <Insert Phone>. 

https://www.stamus-networks.com/
https://xqmsg.co/

